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1.3	Updates to Solution #3
-	The solution does not capture the case when a UE may be attached both via 3GPP access and WLAN access simultaneously and these two accesses have different PLMN-IDs. It is not possible for the HSS to determine with access is being used to access IMS and hence select the appropriate PLMN-ID to perform roaming restriction check. This is a fundamental restriction of Solution #3.
-	The solution states that the S-CSCF adds SIP header of NPLI to the first “IMS Registration Response” message. From 33.203 this message is the 4xx Authentication Challenge message. NPLI SIP header cannot be added to this SIP message. Hence, this is a modification to SIP protocol.

Proposal
The following change on TS.23.749 is proposed.
************* START OF CHANGE *************

[bookmark: _Toc436738911]6.3	Solution #3: Determination of PLMN-ID via HSS interaction
[bookmark: _Toc436738912]6.3.1	Description
This solution is related to Key Issue #3 - Determination of the ID of the visited PLMN at IMS Entities in HPLMN. 
This solution assumes that it is used in the normal successful IMS registration and PDN connection in VPLMN.
This solution is basically using Cx and Sh interface, to get the ID of VPLMN that is serving the UE. During the location update of Attach/PDN connection establishment, HSS stores VPLMN-ID based on location information of an UE. Then at the IMS registration time, S-CSCF obtains the PLMN-ID from HSS via Cx interface, and forwards this information to P-CSCF via I-CSCF. Existing IMS mechanisms are used to propagate this information to TAS in the HPLMN via Sh interface.
The solution has restriction that it can only work if the UE accesses via a single access. If the UE simultaneously accesses EPS via more than one access, say 3GPP access and WLAN access, and these accesses provide different PLMN-IDs to the HSS, it is not possible for the HSS to know which VPLMN-Id is being used to access IMS-APN. Hence HSS will not able to determine the appropriate PLMN-ID to perform roaming restriction check or provide the appropriate PLMN-ID to the S-CSCF.


Figure 6.3.1-1: IMS registration in case of S8 Home routed roaming
0.	The UE performs normal EPS attach and the UE updates its location information to the HSS (by sending ULR including Visited-PLMN-Id). The HSS stores the ID of VPLMN that is serving the UE.
1.	The UE performs an IMS registration..
2-4.	The steps for IMS registration are progressed. The I-CSCF adds the HPLMN ID in the step 3. In the step 3, the HSS indicates whether the user is allowed to register, by comparing VPLMN ID stored in step 0 and the preconfigured PLMN IDs allowing IMS roaming registration. HSS also needs to further differentiate between the registrations from S8HR or LBO architectures.
NOTE:	The decisions on Lawful Interception in P-CSCF and S-CSCF are delayed until VPLMN ID is available.
5.	The S-CSCF obtains the PLMN-ID for the UE from the HSS via Cx interface. HSS needs to implement the new procedure above for IMS roaming registration check.
6-7.	The S-CSCF forwards the PLMN-ID which is obtained from HSS to the P-CSCF via I-CSCF. The P-CSCF stores this PLMN-ID for future uses. After IMS registration, the P-CSCF can handle non UE detectable IMS emergency session establishment based on this PLMN-ID and pre-configuration information, in order to resolve key issue #2.
8.	The P-CSCF sends IMS registration response message to the UE. The VPLMN ID is not included in this step.
9-11.	TAS can obtain VPLMN ID from HSS using the existing IMS mechanism and Sh interface.
[bookmark: _Toc436738913]6.3.2	Impacts on existing nodes and functionality
HSS:
-	In Step 3, the HSS needs to further differentiate between the registrations from S8HR or LBO architectures and for S8HR case perform roaming restrictions check based not on the PLMN-ID provided by the I-CSCF but the PLMN-ID in the access-network registration.
-	In Step 5, HSS informs IMS entities of the ID of the visited PLMN via Cx/Sh interface.
I/SCSCF:
-	I/S-CSCF forwards the ID of the visited PLMN, which is obtained from HSS, to P-CSCF, and the P-CSCF stores this PLMN ID. HSS needs to implement the new procedure above for IMS roaming registration check.
SIP
-	The SIP 4xx Authentication Challenge message headers have to be modified to also include PLMN-ID in the header.
[bookmark: _Toc436738914]6.3.3	Solution Evaluation
There is no additional signalling overhead comparing with the existing IMS registration.
It doesn't need additional signalling to get the VPLMN ID.
The solution cannot work if the UE access EPS simultaneously via more than one access network which use different PLMN-IDs. 
************* END OF CHANGE *************
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